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Autorun worms are commonly distributed on USB drives, 

automatically infecting computers as soon as the USB is 

plugged in. AutoPlay is a similar technology to AutoRun. It is 

initiated on removable media, prompting users to choose to 

listen to music with the default media player, or to open the 

disk in Windows Explorer. Attackers have similarly exploited 

AutoPlay, most famously via the Conficker worm. 
 


